At TELUS we know that it pays to invest in knowledge and leadership. Our current offerings in security education and certification reflect our commitment to advancing not only technical abilities in information security but also leadership in IT risk management, supporting and enabling the business.

Our research shows that the global risk landscape continues to evolve, demanding stronger professionals who come prepared with the right education and certifications to the market place. The TELUS certification programs are extremely relevant to the industry, and most TELUS security professionals carry these certifications in our continuing efforts to work with and protect our client's most sensitive data.

I invite you to consider security knowledge and education as a critical investment, as we do.

Your National Security Consulting Team
From security management (ISMS) to governance, auditing, business continuity, certification boot camps, computer forensics, application security coding or technical oriented courses, we have put together a wide variety of courses based on your organizational needs.

Our courses can be customized to your needs and are offered in different formats such as TELUS on site classroom, e-learning with trainer, self learn e-learning and private on site classes.

Give us a call. Your account executive will gladly build the right program that suits your objectives.

General Security awareness
- IT Security Fundamentals
  (Flexible formats from 1 hour to 2 days)

Certification bootcamps
- CISSP® Bootcamp (5 days)
- CISA Bootcamp (5 days)

Management and ISMS governance
- PECB – ISO 27001 Foundation (2 days)
- PECB – ISO 27001 Lead Implementer (5 days)
- PECB – ISO 27001 Lead Auditor (5 days)
- PCI Data Security Standard – Overview and Management (3 days)

Risk Management
- PECB – ISO 27005 Certified Risk Manager (2 days)
- PECB – ISO 31000 Lead Implementer (3 days)
- PECB – Octave Risk Assessment Methodology (2 days)

Technical – Anti Hacking
- EC-Council CEH® Certified Ethical hacker (5 days)
- EC-Council Certified Security Analyst (ECSA) – LPT (5 days)
- EC-Council Network Security Administrator (ENSA) (5 days)
- Bluecoat Proxy SG Administrator (BCCPA) (2 days)
- Bluecoat Proxy SG Professional (BCCPP) (3 days)
- RSA enVision® – Introduction and management (4 days)

Application security coding
- Secure Coding for .NET (3 days)
- Secure Coding for JAVA (3 days)
- Secure coding for Managers (3 days)
- Building and Testing Secure Web Applications (2 days)

Computer and Network Forensic
- PECB – Certified Lead Forensic Examinor – Including complete forensic hardware kit (5 days)
- Advanced Regular Expressions (RegEx) (2 days)
- Freeware usage in Computer Forensics (1 day)
- Computer Forensics for Justice Officers (2 days)
- Ec-Council Certified Hacking Forensics Investigator (CHFI) (5 days)

Business continuity
- PECB – ISO 22301 Lead Auditor (5 days)
- PECB – ISO 22301 Lead Implementer (5 days)
- Business Continuity Impact Analysis Process (2 days)
- Business Continuity Management Foundation Training (3 days)
- Business Continuity Management Program – Overview (1 day)
- Auditing a Business Continuity Management program (2 days)
- Business Continuity Plan Exercises (1 day)
ENABLE YOUR BUSINESS.
See how TELUS Security Solutions can help your organization.
Contact your TELUS Account Executive, call 1-866-GO-TELUS
or visit telus.com/businesssecurity